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Overview

About audit

Budget

allocated

$5 000

Total Report 
Submitted

339

Scope Review 
Count

10123

About Reliq

Reliq is a DeFi protocol built on Hyperliquid. It's a reserve currency 
coupled with an internal loan book to let people access more liquidity 
through 99% LTV loans

Scopes And Targets

https://github.com/hackenproof-
public/reliq-protocol Smart contract Solidity

https://github.com/hackenproof-public/reliq-protocol
https://github.com/hackenproof-public/reliq-protocol


Payment Statistics

Distribution of Paid-Out Rewards

50%

40%

30%

20%

10%

0%

40% for critical issues

30% for high issues

20% for medium issues

10% for low issues

Budget

$5 000
Total paid out

$3 000



Findings

Valid Reports Statistics

4

Critical - 0

High - 1

Medium - 1

Low - 2

Informative - 0

Signal-to-noise ratio

Displays the ratio of the Valid 
reports and Received reports. Valid 
reports include Informative, 
Triaged, Paid, Resolved, Discosed 
statuses

40%



Findings list

RELIQCA-52

ReliqHYPE:  'borrowMore()' 
can charge 0 interest even 
with  23 hours remaining 
until maturity

High 17.12.2025

RELIQCA-173

Users lose funds to MEV 
sandwich attacks due to 
missing slippage protection

Medium 20.12.2025

RELIQCA-50

Altar:  "per-user cap"  is not 
enforced - users can exceed  
'maxContribution'  by 
splitting deposits and 
monopolize 'depositCap'

Low 17.12.2025

RELIQCA-303

numberOfDays Field 
Corruption in borrowMore()

Low 22.12.2025

https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-52
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-52
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-52
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-52
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-173
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-173
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-173
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-50
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-50
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-50
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-50
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-50
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-303
https://dashboard.hackenproof.com/manager/companies/reliq-finance/reliq-smart-contract-audit-contest/reports/RELIQCA-303


Security researchers

Top hackers

@jayx 11 $187.72 1

@count-sum 23 $187.72 2

@maketer 17 $147.82 3

@rbd3 5 $137.79 4

@alicral 8 $137.79 5

https://hackenproof.com/hackers/jayx
https://hackenproof.com/hackers/count-sum
https://hackenproof.com/hackers/maketer
https://hackenproof.com/hackers/rbd3
https://hackenproof.com/hackers/alicrali


Conclusion

About Reliq

The audit makes no statements or warranties on security of the code. 
It also cannot be considered as a sufficient assessment regarding the 
utility and safety of the code, bugfree status or any other statements 
of the contract.

It is important to note that you should not rely on this report only

- we recommend proceeding with several independent audits and a 
public bug bounty program to ensure security of smart contracts.

Technical Disclaimer

Smart contracts are deployed and executed on blockchain platform. 
The platform, its programming language, and other software related 
to the smart contract can have its vulnerabilities that can lead to 
hacks. Thus, the audit can't guarantee the explicit security of the 
audited smart contracts.


